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Executive overview

Your sensitive data might already be protected with encryption on a trusted system of record, such as the IBM® Z. However, as soon as that data leaves the confines of the trusted system of record, several questions immediately come to mind:

- **Can data privacy and protection be maintained and enforced?**
  
  Your system of record is trusted to maintain data privacy and protection. When shared, sensitive data that was encrypted is decrypted, copied, and may or may not be reencrypted before it is stored. After it is taken from that system, data protections must remain intact. Adequate controls to retain end-to-end data privacy and protection must be available.

- **Can access to data be revoked?**
  
  Your sensitive data must always be protected, compliance must be guaranteed, and consent must be respected. If conditions that are related to your sensitive data change, such as access or use, the ability to respond and comply must be possible.

- **Is data privacy and protection provable?**
  
  Information about data access, use, and policies must be readily available for auditing purposes. In addition, time that is spent by your security staff, auditors, and developers to administer and prove proper data privacy and protection is in place, should be minimized.

To help you safeguard your sensitive data and provide ease of auditability and control, IBM introduced a new capability for IBM Z® called IBM Data Privacy Passports. It can help minimize the risk and impact of data loss and privacy breaches when collecting and storing sensitive data. Data Privacy Passports can manage how data is shared securely through a central control of user access.

Data Privacy Passports can protect data wherever it goes. Security policies are kept and honored whenever the data is accessed. Future data access may be revoked remotely via Data Privacy Passports, long after data leaves the system of record, and sensitive data may even be made unusable simply by destroying its encryption key.

Data Privacy Passports is designed to help reduce the time that is spent by staff to protect data and ensure privacy throughout its lifecycle via a central point of control.

This IBM Redguide presents a business view of Data Privacy Passports, including how data privacy and protection concerns are addressed. We also explore how value is gained through various business model examples.
Data privacy and protection impact business

Data drives business. The most valuable data (that is, the data that enables business to anticipate needs, predict buying patterns, and better serve customers) often includes personal data. As more personal data is collected and shared, governments and industry regulatory bodies are creating ever more stringent rules for data protection and acceptable data use, with fines for violating those rules. However, this does not represent the greatest financial risk. If data is lost or misused, loss of trust, reputation, and the resulting loss of business are the greatest threats.

There are two broad categories of data risk:

- **Data loss**
  
  Data is stolen or improperly exposed. Probably, most imagine hackers breaking into servers to steal data; however, most data breaches are insider jobs, and many are unintentional. Though a study conducted by the Ponemon Institute, which explored financial impacts and security measures that can help organizations mitigate costs, estimates the chances of any organization experiencing a data loss in the next two years at just under 30%.

- **Privacy violation**
  
  In this case, data is not lost, but misused. If a customer provides consent for a business to use their data but not share it with third parties, accidental sharing could be a violation of that customer’s permitted use. Even within a business, sharing data with staff that are not permitted to use it may represent a violation. Complicating matters, customers may provide consent and later withdraw it.

The annual *Cost of a Data Breach Report*, which is published by the Ponemon Institute and sponsored by IBM Security, goes on to tell us that the worldwide average cost per record that is lost is approximately US $150 and the average size of a breach is more than 30,000 records (costing US $4.5 M). The cost is expected to vary by region and industry with the highest cost per record estimated at US $429 for a healthcare record in the United States. Those estimated costs do not include loss of business.

As businesses look to minimize the risk and impact, they must also find ways to provide end-to-end, data-level protection and privacy. This effort includes not only encrypting data, but granting and revoking access to it, and maintaining and proving control of it, even as it moves off the system of record.

With the launch of pervasive encryption on IBM Z, IBM announced that its hardware can encrypt data at-rest and in-flight while incurring a percentage increase in CPU utilization in the low single digits. With faster encryption and on-chip compression in subsequent generations of IBM Z, that number is even lower.

Pervasive encryption helps reduce the number “non-functional” roles as potential threats of data loss. Non-functional roles are those roles that are not involved in the primary function of workloads that are running on the system. A storage administrator is such a role. The storage administrator needs to be able to move a database from one storage device to another but does not need access to the data that is inside the database. If the database is encrypted and the administrator cannot access the encryption key, that administrator cannot access the data.

---

2. See “Compression and Pervasive Encryption: z15™ Offers the Best of Both Worlds”, published by the IBM IT Economics team.
With this in mind, an information security officer may sleep soundly having implemented pervasive encryption on IBM Z, thus helping to protect their data from loss. However, data must sometimes leave the Z environment.

After the data leaves the demarcations of that trusted system of record, privacy breaches become a possibility as control of the shared data is no longer guaranteed.

Data privacy considerations include functional roles and the minimum amount of data they require to perform their function, and what consent a data subject\(^3\) provided to use their data. With a system of record, interaction with data is constrained by trusted applications. But, outside of that experience, data interaction is less structured. For example, if a data scientist is trying to gain insight from credit card purchases, do they need to see the card number? In short, what does the functional role need to know to get the job done?

It is also important to keep in mind that these questions are answered at a particular time and place, and for a particular role. Rules change. Perhaps today it is permissible to display a full credit card number to a customer service agent, but tomorrow a new regulation requires that it cannot be shown.

Also, data moves. Credit card transactions are collected in an application that is running on IBM Z, but then sent elsewhere in an Extract, Transform, Load (ETL) cycle for analysis by data scientists, for example. Data must be protected wherever it goes and only what is required for a specific role should be exposed given the most recent set of rules available.

In a typical data center, establishing and maintaining rules may require changing code in various applications, altering storage procedures, or even scrubbing over-exposed data and altering the ETL cycle. If the data was sent to a third party, the problems are compounded.

Data Privacy Passports can support the data protection and privacy requirements of businesses, starting by placing data in an encrypted bundle called a Trusted Data Object (TDO). Data is protected in the TDO as it moves from system to system within an enterprise; for example, from a transactional system to a data lake.

Access to the data is governed by policy that determines not only who has access to the data, but what form the data takes for their role. A data scientist may see only a “masked value” of a bit of sensitive data.

When a TDO is opened, a Passport Controller is used to perform that operation. The identity of the person and the data they are accessing are matched to a policy that determines whether they can access the data and in what form.

Information that was masked could be made available in the clear to the data scientist within the organization. In this case, a new policy can be set in the Passport Controller that is used with subsequent queries. If the data was not transformed as the TDO was created, the data does not need to be reloaded in the data lake, as might be the case with a typical ETL tool.

In addition, access to data can be revoked altogether by revoking access to the key that encrypts it. Or, data may be rendered inaccessible remotely by simply destroying the key that is required to decrypt it.

With Data Privacy Passports, audits can be made easier because there is only one place to go to verify data security policies.

---

\(^3\) According to the European Union General Data Protection Regulation (GDPR), a Data Subject is “an identifiable natural person is one who can be identified, directly or indirectly, in particular by reference to an identifier such as a name, an identification number, location data, an online identifier or to one or more factors specific to the physical, physiological, genetic, mental, economic, cultural or social identity of that natural person.”
The administrative costs of maintaining policies in multiple places can be reduced. In a business value assessment of Data Privacy Passports\(^4\), the IBM IT Economics team estimates by reducing the cost of securing data and lowering the risk of a data or privacy breach, Data Privacy Passports is projected to deliver a five-year return on investment (ROI) of approximately 300\%.\(^5\)

This business value assessment accounts for cost of ownership in the form of required hardware, software licensing, and labor. This is balanced against the benefits of reduced risk of fines and lost business, improved efficiency in implementing and auditing policy, and avoiding costs that are associated with in-house implementation of similar measures. Of course, individual circumstances vary.

**Data governance benefits**

There are many benefits that Data Privacy Passports can bring forth as enhancements to a company’s data governance. Data governance is the overall management of data availability, relevancy, usability, integrity, and security in an enterprise. It helps businesses answer questions, such as: “Where did this data come from?”, “Does this data adhere to company policies and rules, such as separation of duties?”, and “Who has access to this data?”.

Data Privacy Passports provides end-to-end encryption and can enhance data governance through a method of data handling that can be demonstrated easily to an outside entity. Data governance with Data Privacy Passports includes demonstrating compliance of internal policies, enforcing data subject requests, and regulating access to personal information.

**Demonstrating compliance of internal policies**

Complying with data access and use policies, and demonstrating that compliance to auditors can be a consuming task. Using Data Privacy Passports can assist in data tracking down to the field-level for personal information. This level of demonstrable granularity should allow audits to proceed smoothly.

**Enforcing data subject requests**

The Passport Controller is a component of Data Privacy Passports that enforces restrictions or access to personal information and provides application owners or business process owners more confidence they can demonstrate compliance with the data subject’s requests. This applies to data access within private and public cloud implementations.

**Regulating access to personal information**

When a data subject enters a business relationship, Data Privacy Passports can assist in providing more governance to allow your data to be included in your cloud data lake that can also be used for analytics to enhance the customer experience. However, with Data Privacy Passports, you can regulate the access to personal information in the TDO in the cloud. This includes specific rows and columns in the table, for example.

---

\(^4\) See “IBM z15™ Data Privacy Passports: Protecting data wherever it goes and generating a projected 300% ROI”, published by the IBM IT Economics team

\(^5\) See “Disclaimer for business value assessment” on page 18.
As shown in Figure 1, the data is transformed into a single copy of trusted data objects (TDOs) and enforced data that is shared in the enterprise. This single copy of data can then be accessed by multiple roles or personas, each with a different need to know, for example:

**Data owner**

The data owner has complete access to the data. This persona can resolve TDOs in this protected table. All fields are unencrypted and returned as clear values.

**Data scientist**

The data scientist requires certain fields from the protected table. This persona can resolve TDOs in this protected table. All fields are unencrypted. The s_num field is returned as default mask values. The phone and zip_code fields are returned as clear values.

**Regulator**

The regulator requires only certain fields from the protected table. This persona can resolve TDOs in this protected table. All fields are unencrypted and default mask values are returned.

**Data administrator**

The administrator has permission to create policies and provision data only, but has no need to know any of the data. This persona cannot resolve TDOs. All protected fields are returned as TDOs.

![Figure 1 Consuming protected data by different personas](image)

**Data revocation - enforcing policies**

Data may be transformed into either state as it leaves a system of record. For example, if a full national identification number may never be accessible outside of the system of record, a policy is enforced so that it is masked as it leaves the system.

A great advantage of the Data Privacy Passports approach in safeguarding data is that a policy may be altered after data is circulated. Because data passes through a Passport Controller at the time of consumption, policy may be dynamic. A credit card number that was presented as four digits today may be masked tomorrow on the next access through the Passport Controller. Access to data can be revoked altogether, when required.
Providing a single point of authority

By providing a single point of authority, Data Privacy Passports removes many points of potential failure; that is, separate Extract Transform and Load (ETL) transformations, access control lists, various native encryption options. It replaces them with one point of control and one point to audit.

Its single point of authority also enables Data Privacy Passports, which are facilitated by the Passport Controller, to help manage data privacy audits. Data Privacy Passports could lower the time spent auditing each database. This leaves individuals more time to focus on tasks that create value for a company.

Sharing infrastructure without duplication

Most businesses use the method of ETL to provide data in a format for other uses. Multiple batch jobs that are based on security needs could be used to provide access to data for reports, analytics, or to include within a data lake. This ETL process is costly in terms of system resources.

By using the TDO that is provided by the Data Privacy Passports, one extraction can be done, and different views presented to the user or application based on policy definitions through the Passport Controller.

How does Data Privacy Passports work

Data Privacy Passports provides a new data-centric security model for the protection of eligible data\(^6\) across the enterprise. It is the next logical step from the IBM Z pervasive encryption strategy, extending security to the database level, and protection to data that is resident on IBM Z and also as it moves throughout the enterprise and beyond. Data Privacy Passports does not require IBM Z pervasive encryption to be enabled, although that makes the most sense as it provides end-to-end protection of all data.

Data-centric audit and protection

The idea of data-centric audit and protection (DCAP) is a transition from the current model to which most enterprises are accustom. The way that data is protected today is that each time the data lands, it is secured through a mechanism that is specific to that system. There is little enterprise-wide ability to guarantee a base level of protection, or a centralized way to monitor and audit the access to that data.

In the DCAP model, before the data is moved around the enterprise, it is repackaged into a secure object. In the case of Data Privacy Passports, this is the TDO. Data Privacy Passports does this protection at a field-level, which means that there is a level of granularity to this protection that cannot be obtained from more broad protection techniques.

---

\(^6\) Data Privacy Passports supports data sources that can be accessed through a JDBC connection.
As shown in Figure 2, after the field is wrapped in a TDO, it is the TDO that moves throughout the enterprise to its endpoint.

![Diagram](image)

*Figure 2  Protecting copies of copies of copies*

When any of the original or copies of a TDO need to be opened, that must come back to the Data Privacy Passports infrastructure. At this point, a policy-based view of the clear data can be provided (for example, masking the data) and the access to the data can be audited. A required a trip back to the Data Privacy Passports infrastructure provides a single location for performing data revocation as well.

This changes the requirement from monitoring every location data is stored. Instead, you can focus on the data usage and monitoring when, where, and who accessed the data.

**Protected and enforced modes**

There are two ways to get the data into a policy specified view:

- Protected mode

  A TDO is created and stored along with the data in a protected table in a target database management system (DBMS). This data can be accessed through ad hoc queries or as a utility process through the Data Privacy Passports infrastructure.

  A different enforced view, as shown in Figure 3, is returned to the data consumer based on the credentials of that user and the need-to-know that is defined in the data policy.

![Diagram](image)

*Figure 3  Enforced views that are generated from the protected table*
Enforced mode

The protected phase is skipped and policy enforced views of data from the clear source are created. In this case, there are no TDOs (protected tables) created, as shown in Figure 4.

![Figure 4 Enforce views that are generated from the source table](image)

Enforced mode is required for applications that cannot support changing of the table schema. A format preserved view needs to be used and can be generated directly from the clear data.

Deployment

Figure 5 shows that Data Privacy Passports uses the IBM Hyper Protect Virtual Servers support for deployment, which is built on the IBM Secure Service Container framework. This allows trusted application, such as Data Privacy Passports, to be deployed in the IBM Z environment with the utmost protection.

![Figure 5 Data Privacy Passports deployment on IBM Z](image)

Data Privacy Passports components

Next, we examine the different components that are inside of the Data Privacy Passports solution.

---

7 Requires an IBM z15 or later generation.
**Passport Controller**
As shown in Figure 6, Data Privacy Passports consists of a single component that is known as the Passport Controller. This provides all the protection, enforcement, policy, and key management for the solution.

![Passport Controller components](image)

**Figure 6  Passport Controller components**

**Internal key storage**
The encryption that is performed by Data Privacy Passports is symmetric encryption using the Advanced Encryption Standard (AES) with a key length of 256 bits (AES 256). The keys are stored internally and managed by the Passports Controller.

**Data policy**
A policy describes how the Passport Controller should operate. There is specific means for mapping users and groups to personas such that a need to know for data can be established. Think about these elements as the following types:

- **Groups**: Provides connections of Enterprise LDAP users to personas.
- **Data Elements**: Rules that govern the need to know for specific fields.
- **Users**: Defined in Enterprise LDAP.
- **Personas**: Also known as a functional role, provides information that is required for personas to work with TDOs and used for specific enforcement in Data Elements.
- **Trust Zones**: Virtual data perimeters, scoped to the Passport Controller.
These different policy elements fit together to form a complete view of how data is accessed and processed. Figure 7 shows these policy elements.

![Figure 7: Visual representation of policy elements](image)

**Administrator and user interactions**

The programming interface for interacting with Data Privacy Passports is through a REST API or a Java Database Connectivity (JDBC) connection for issuing the SQL SELECT statement.

As shown in Figure 8, the administrator interacts with the Passport Controller using REST APIs. Some example administrative tasks are uploading policies, activating policies, and performing data provisioning activities.

There are two ways for a user to interact with the Passport Controller. To perform ad hoc SQL queries, send the SQL statements via JDBC requests directly to the Passport Controller. The user can also use REST APIs to perform functions, such as provisioning views of data.

![Figure 8: Administrator and user interactions with the Passport Controller](image)
Using Data Privacy Passports

There are several architectural patterns that can be deployed that service a set of use cases, including the following examples:

- Data segmentation and brokering
- Embedded data retention and revocation policies
- Single data source for multiple views

Data segmentation and brokering

Privacy legislation is being enacted globally, with far-reaching effects on businesses that collect personal data. Solutions solving geographic segmentation of data can be highly useful in global companies that operate in multiple countries. How can data be shared while respecting the data residency and privacy requirements of various countries?

Business problem

A large multi-national corporation has disjointed human resource systems in each of its geographic locations and wants to allow for new analytics on employee retention, motivation, and job satisfaction across the entire global workforce. The corporation must adhere to the data privacy requirements of each employee’s country. How can they federate their corporate data systems and maintain confidentiality of their employees’ personal data?

Solution

Data Privacy Passports allows the organization to define Trust Zones, which can access open a subset of TDOs. This allows a group of users to continue to access the data, while other users see only the protected TDO. For example, only authorized members of the Trust Zone can open the PII portions of HR records of employees in their specific country. A data scientist can analyze the records from all countries to gain new insights while being restricted from viewing individual record fields.

As shown in Figure 9, a user who is authenticated with Passport Controller 1 can access data only in Protected Database 1, based on the need-to-know definition in its policy. To access data in Protected Database 2, the user must first authenticate with Passport Controller 2.

Figure 9   Data segmentation and brokering
Embedded data retention and revocation policies

Each industry has its own regulations and best practices for data retention. Data owners today must request erasure of data to anyone who could have a copy, and may be limited in their ability to audit compliance. How can access control to all copies of the data be put back in the hands of the owner?

Business problem
A company provided their customer historical data to multiple departments during a company-sponsored internal 30-day hackathon, which focused on “go to market” innovation.

Solution
Data Privacy Passports provides cryptographic erasure of data in all copies of the database that may have been taken by a department. With the key deleted and the source data rekeyed, Passport Controller no longer opens any TDOs with the old key, which ensures that any copies of data that are held by any department is rendered unusable.

Figure 10 shows one example of data revocation. Copies of protected data that contain TDOs exist throughout the enterprise. All TDOs are encrypted by using a specific key (or set of keys). When source data is updated, the old data can be invalidated by deleting the key. With validation, the old copies cannot be opened ever again. New protected data can then be provisioned and a new set of keys is used to encrypt the TDOs.

![Figure 10 Data revocation example](image)

Single data source for multiple views

To perform effective analysis, data is often copied and massaged to fit into the parameters that are required by the data scientist. The security team is tasked with making sure that the data is properly safeguarded in all of these various environments without knowledge about who should have what type of access. This results in broad data protection mandates that are forced to be one size fits all. How can data control remain in the hands of the data owner or custodian who is most knowledgeable about who should have what types of access?

Business problem
An insurance company needs to share details about their customers to a data scientist, the customer themselves via a web portal, and a regulator. The customer should always be able to view all of their data. The data scientist does not need exact values, but needs tokens that are consistent representations of the actual data. The regulator needs to see certain data, but is a third party to the company.
Solution
IBM Data Privacy Passports can create a single protected table of data from policies that allow multiple views of data varying by needs.

As shown in Figure 11, source databases are replicated and protected with TDOs to a target DBMS. There are two ways a data consumer can access the protected data. First, by accessing the protected data directly. This means that no enforcement is done, which returns TDOs for protected elements to the user. The second method is to use REST APIs to access the protected data via the Passport Controller. The user sees an enforced view of the protected elements based on their need to know.

Figure 11  Single data source for multiple views

Line-of-business use case

An example of this use case could be a collaboration between two line-of-business departments within a company. The marketing department is working to enhance their client experience and has asked their IT department to provide them with a copy of the company’s customer data. Their goal is to use analytics to target new offerings to drive incremental sales.

In many cases, the IT department could have many levels of security approvals from the Chief Security Officer (CSO), and multiple query iterations on the source data could impact production processing.

Using Data Privacy Passports for this case, the IT department can create a protected table where sensitive information is wrapped with TDOs. Different views can be defined in a data policy based on functional roles and need-to-know. For example:

- The user testing in the marketing department would allow a customer to access their account with full access
- The data scientist in the marketing department performing analytics to provide insights for new offerings to clients can access enforced data that is format that is preserved and stable for analysis.
- The IT department and Chief Security Officer can monitor or audit as needed. The IT department can also provide access to regulators to ensure auditability of the data outside of their production systems.

With this solution, the IT department can ensure that access that is based on their security guidelines are consistent, even when the data moved outside the walls of the production system, which they manage.

8 No other enforcement is needed because the data elements were encrypted or masked.
Finally, after a successful completion of the line-of-business effort, the IT department can revoke future access to the protected table or individual data elements through one of several ways:

- **Policy changes**
  
  Policy activations are dynamically supported in Data Privacy Passports. This provides the ability to change the enforcement for specific fields for specific users that are defined in the policy at any time for any future accesses.

- **Identify management changes**

  The user assignments in the enterprise identify management system, such as LDAP, can be changed to remove users from groups and alter how the Data Privacy Passports policy applies to that user.

- **Cryptographic erasure**

  The data encryption key that is used to create a TDO are all internally stored inside of the Data Privacy Passports infrastructure. When a TDO is presented to a Passport Controller, that data encryption key material is found, using the key label that is provided in the TDO, and then that key material is used to perform the decryption operation. If that key is deleted, any TDOs that are created by using that data encryption key no longer can be opened, which provides a means to revoke any future access to those TDOs.

**What’s next: How IBM can help**

Protecting data, ensuring policy compliance, and maintaining control of the data are crucial to the success of any business. Data Privacy Passports simplifies the process of demonstrating regulatory or business process compliance through the policies you implement.

Data Privacy Passports is a data-centric audit and protection (DCAP) solution that enables data to play an active role in its own protection and ensures that data remains encrypted or masked, even if it leaves the enterprise.

With Data Privacy Passports, data protection through IBM Z allows you to take advantage of privacy control policies to help ensure that your data is always protected.

To learn more about Data Privacy Passports or how to get started, IBM offers the following resources:

- IBM Marketplace provides more information about Data Privacy Passports, its uses and how it can help your business. For more information, see this web page.

- IBM Systems Lab Services offers services for Data Privacy Passports, these include:
  - A planning workshop, which consists of training and a readiness assessment. The readiness assessment shows any deficiencies in your environment that are related to the deployment and use of Data Privacy Passports.
  - A jump-start, which focuses on building, verifying, and using a Data Privacy Passports test environment. This can be extended further with a production deployment.

  For more information, email ibmsls@us.ibm.com.

- IBM Z Content Solutions provides a comprehensive set of information to help you understand, implement, and use Data Privacy Passports. For more information, see this web page.
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Data breach risk is taken from the IBM-sponsored Ponemon report, “2019 Cost of a Data Breach”. Potential industry fine or regulatory penalty data is based on a blended combination of penalties across several recent GDPR, HIPAA, and PCI DSS publicly disclosed violations. Costs associated with labor savings in policy enforcement, audit, and in-house implementation and maintenance of a comparable solution are derived from IBM IT Economics data aggregated from client engagements.

A range of values for risk reduction, industry and regulatory fines, and efficiency were considered, producing an ROI between 284% and 332%. Actual ROI will vary by geography, industry, and individual client circumstance.
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